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Abstract

This guide provides instructions to configure and integrate ConnectWise Manage with Netsurion Open XDR to
retrieve its logs and forward them to Netsurion Open XDR.

Note:

The screen/ figure references are only for illustration purpose and may not match the installed product Ul.

Scope

The configuration details in this guide are consistent with ConnectWise Manage and Netsurion Open XDR 9.1 or
later.

Audience

This guide is for the administrators responsible for configuring and monitoring ConnectWise Manage in
Netsurion Open XDR.
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1 Overview

ConnectWise Manage is a business process automation platform that allows your business to sell, service,
and support technology efficiently in a more streamlined way. The business management tool allows your
business to centralize all information, automate business processes, real-time visibility in operations, and
provide better customer support.

2 Prerequisites

1. Netsurion Open XDR Version 9.1 or later must be installed along with respective ConnectWise related
Open XDR updates.

2. The system where the Netsurion Open XDR Manager is installed should be public-facing (Internet) and
the application should be running with HTTPS protocol.

3. The SSL certificate that is used in Netsurion Open XDR Web console must be a trusted one.

4. ConnectWise Manage Version 2019.3 or later must be installed.

3 Integrating ConnectWise Manage with Netsurion Open XDR

Many Netsurion Open XDR users are using ConnectWise Manage to create cases and track the ticket status as
well as the ticket history. Integrating ConnectWise Manage with Netsurion Open XDR helps the users in
viewing and tracking the cases created in the Netsurion Open XDR “Casebook” and in the ConnectWise
Manage platform. This avoids the hassles of switching between two different platforms.

4 Creating Tickets for ConnectWise

The tickets in ConnectWise can be created from the Netsurion Open XDR Web console under Incident
module.

5 Mapping and Terminologies

Netsurion Open XDR ConnectWise Manage
Group Company
Systems Configurations
Cases Tickets

ConnectWise integration can be achieved through auto-mapping as well as manual mapping of Netsurion
Open XDR Groups and Systems with ConnectWise Companies and Configurations respectively.
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e Multiple Netsurion Open XDR Groups can be linked to a single Company in ConnectWise Manage.

e Multiple Netsurion Open XDR Systems can be linked to a single Configuration in ConnectWise
Manage when mapped manually. However, during auto-mapping, only one System is linked to one
Configuration.

1. After applying the update ET91U19-032, login to the Netsurion Open XDR Web console and go to Admin
> PSA Integration, and check if any existing PSA instance is available. If found, then delete it and
reconfigure the new instance of the PSA integration.

2. While adding new configuration in ConnectWise Managed company, the MAC address field is displayed
only on selecting the Managed Server or Managed Workstation type.

+ Neww  ¢D Recentv Calendar  [3 Chat with Support

~
Company Search > Company > Configuration
New Configuration
=Y eate Ticket nace Device Share Hist
My Favorites [JS BB <G [a] C L i
EEI Configuration Mame * Enter Configuration Name...
Companies .
Configuration Details A
Type: * MManaged Server v
Status: Backup Stats -
SLA: CW SC Partner Server | Manufacturer: ~
Cymphonix Devi
~ Install Date: lion o8 Model Number:
Marketing License |
Installed By: Serial Numbe
b=] N ! Managed Options P~ ol Humber
- Purchase Date: Managed Server | Tag Number
Procurement Location Tena0es lorkeianon | # Bill Customer
E Department Managed Workstation

Network Security Appliance

A c
Project ompany Renewal - Goollink Services 7

Company: KGF Renewal - McAfee Services Site:  Main i
~ Contact Mar Renewal - SonicWall Services
Service Desk —
Service Ue Router / Firewall / Network (Intl/Extl) ©
Server United States
Ti 3 Spam Stats -
Expense
o Notes ~
=x
Finance ® AV
Vendor Notes: @ v
Enter Notes.
Device Details A
IP Address Device 1D:
Ium: Address |
@ .
= oo e
System
05 Info
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6 Integration Steps for Auto-Mapping

6.1 Prerequisites for Auto-Mapping

1. The customer’s email is configured for the selected group under Group Management as shown in the
following figure.

EventTracker:

LI Group Management & / Admin / Group Manager
Q
L]

L Q

EventTracker: Server Time: Aug 08 0519 PM Response: 0.292 secs © 1999 - 2019 EventTracker

2. The above configured email must be also configured in the respective ConnectWise Manage company’s
primary contact details.

3. Reporting Netsurion Open XDR agent’s MAC addresses are added in the respective configurations in the
ConnectWise Manage company.

4. The reporting Netsurion Open XDR agent’s MAC addresses are registered in the Netsurion Open XDR
console.

Note:

e Auto mapping of the group and company is done through the email domain matching. So only domain
name needs to be same between group and the company.

e Auto mapping of the system and configuration is done through the MAC address matching. Auto
mapping of systems works only for Windows systems as only Windows systems MAC addresses are
registered through Netsurion Open XDR agent. Other sensor types such as syslog are not auto mapped
since they do not carry MAC addresses. They all need to be mapped manually.

© Copyright Netsurion. All Rights Reserved. 6
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6.2 ConnectWise Configuration and Integration

1. To enable the ConnectWise Manage in Netsurion Open XDR, login to the Netsurion Open XDR web>
Admin> Manger.

2. Enable the checkbox “Enable PSA Integration configuration”.

3. The “PSA Integration” option is enabled in the Admin dropdown.

-~ Admin =
L)

-.-_: Active Watch Lists 2| Event Filters '-. J Parsing Rules
A Alerts Eventvault - Report Settings
\B) Behavior Correlation Rules @) FAQ Tile Configuration O systems
& Behavior Correlation Settings [F2 Group Management B Users
ﬂ Casebook Configuration ), 1P Lookup Configuration I+ Weights

ategon Wind Agen nfig
«2] Collection Paint
ﬂ Diagnostic 4| Manage

4. Netsurion Open XDR Administrator needs to contact the ConnectWise Manage portal member and get
the credentials (API Keys) to connect to a specific instance.

5. Login to the Netsurion Open XDR web, navigate to Admin and select the PSA Integration option.

6. Enter all the required inputs in the ConnectWise Manage page and click the Test Connection button.
Once the connection is successful the green color indication is displayed.

© Copyright Netsurion. All Rights Reserved. 7
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= EventTrackers: B e Tk (e

PSA Integration N -

Import She <4 company wblic key
Mepping 4«
8oard ?
t connect
@ Note: Please select the groups to map with PSA company. Click on Save button for Auto mapping. Click on Next button for mapping

manually. Please ensure t configure Customer Email under Group Management for Aute mapping.

Sclected Groups.

EventTracker :

7. Select the groups from the available group list that are to be mapped and then click the Save button to

auto-map.

— EventTracker:z: R T
LI PSA Integration 4/ &dmin 4 PS4 Itegro
a "

]

Q Q Note: Please select the groups to map with PSA company. Click on Save button for Aute mapping. Click on Next button for mapping
manualy. Please ensure ta configure Customer Email under Group Management for Auto mapping.

Auailable Groups elected Groups

& @

EventTracker :

8. Inthe mapping section, all the mapped entities are listed in Green color and is shown in the Mapped
Companies/Configuration pane.

© Copyright Netsurion. All Rights Reserved. 8
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EventTrackers:

O EventTracker Systems. PSa Configuration

9. Atany pointin time, you can take out the mapping by selecting the Remove map option.

e Any failures during Auto-mapping are reported as Events/Alerts based on the configuration. If you have
access to the console logs, please view the log to know the progress of the Auto-mapping and any
failures. All mapped groups/companies and systems/configuration is visible in the “Mapping” section. In
case there are any corrections to be done for mapped entities, you can remove the map for those
entities and map those entities through manual mapping.

e In case the Auto-mapping of Groups and Companies fails, please follow the manual mapping steps for
mapping the Groups with Companies. Refer to the below sections for manually mapping Groups and
Companies. Once the manual mapping of Groups with Companies is done, click on the “Save” button in
the mapping screen to Auto-map the systems and Configurations. All failures are reported as
Events/Alerts based on the configuration. If you have access to the console logs, please view the log to
know the progress of the Auto-mapping and any failures.

e By default, the Auto-map is initiated every 6 hours.

© Copyright Netsurion. All Rights Reserved. 9
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7 Integration Steps for Manual Mapping

7.1 ConnectWise Configuration and Integration

1. To enable the ConnectWise Manage in Netsurion Open XDR, login to the Netsurion Open XDR web >
Admin > Manager.
2. Enable the checkbox “Enable PSA Integration configuration”.

3. The “PSA Integration” option is enabled in the Admin dropdown.

& unine
)
‘_: Active Watch Lists | Event Filters ) Parsing Rules
Ak Alerts Eventvault Y Report Settings
'I_/' Behawvior Correlation Rules @] FAQ Tile Configuration ] systems
& Behavior Correlation Settings  [~2 Group Management L) Users

ﬂ Casebook Configuration '::l IP Lookup Configuration [ Weights

Category ‘,'l: P3A Integration Windows Agent Config
[2] Collection Point G- Knowledge Objects
E Diagnostics _} Manager

4. Netsurion Open XDR Administrator needs to contact the ConnectWise Manage portal member and get
the credentials (API Keys) to connect to a specific instance.

5. Login to Netsurion Open XDR web, navigate to Admin and select the PSA Integration option.

6. Enter all the required inputs in the ConnectWise Manage page and click the Test Connection button.

© Copyright Netsurion. All Rights Reserved. 10
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= EventTrackers:

El PsA Integration A [ Acmin/ PSA Intzgra
a
L]

Impart e P54 company putiic key

Magging ! —

Board

ol
5

Note: lease select the groups to map with PSA company. Click on Save button for Auto mapping. Click on Next button for mapping
manually. Please ensure 1o configure Customer Email under Group Management for Auto mapping.

Avallable Groups
E @0 covorest
Defaut

erver Time: Aug 23 0406 AM © 1999 - 2019 EventTracke:

EventTracker :

7. Once the connection is successful the green color indication is displayed as shown below:

. =\
Test connection @

7.2 Manual Mapping of Groups and Systems

1. Select the groups from the available group list that are to be mapped and click the Next button.
2. Inthe PSA Tool dropdown, select ConnectWise Manage.
3. Inthe Feature to Import field, select Companies.

= EventTrackers: ®  nine Toos-

ConnectWise Manage
a :
]
Configuration PSA Tool Feature to Import
[¢ e Manage v || Companies
Import
Select Feature
Fler by o et e
— ’ T
None selected » None seledreg v 9412205 < <5 - =
Board

4. Filter the companies by Name/Identifier or Status.
5. Click Import.

© Copyright Netsurion. All Rights Reserved. 11
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6. Similarly, to import configurations, select Configurations option from the dropdown, click Import, and
then click Next.

EventTrackers: D imine Tooks (@) Chen
A / Admin / PSA Integration / Im
ConnectWise Manage
Configuration PSA Tool Feature to Import
ConnectWise Manage v | Configurations
Import -
Filter by name Page size
Mapping
Q a7 5
Board
¢ IR co| —
Select All
Redbird _ System %Redbird Sec
_Testin Redbird 192.168. Acme-Dr
Acme-Exchsrvl Acme-Sglsvrl Acme-Websry Acme-Wrks1
Albe-1 Back! BigDesign-WRK1 Bluelighti
Bluelight2 CSystems digitaline-1 digitalinc-10
digitalinc-14 digitalinc-15 digitaline-2 digitalinc-3
digitalinc-6
face Con

7. Inthe Feature to Map field, select the companies.

8. Select Groups from the left pane and Companies from the right pane. In our example, we have mapped
the group “48Tech and 5Ktech” to “Big Design, Inc.”

9. Click Map.

10. The mapped groups and companies are listed in the result pane as highlighted in the figure below.

11. Once the mappings are done, save it.

© Copyright Netsurion. All Rights Reserved. 12
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Note:
In case there are already some groups that are mapped to companies, it gets listed in green color and is
shown in the mapped company’s pane.

ker Groups PEA Companies

Beard

Jogpoooooooo

‘‘‘‘‘‘‘‘‘

12. In the Feature to Map field, select Configurations.
13. Select the respective group from the dropdown list.

Note:
Only the groups selected for the respective company is listed here.

© Copyright Netsurion. All Rights Reserved. 13
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14. Select the Netsurion Open XDR systems from the left pane and the PSA configuration in the right pane. In
our example, we are mapping the “48Tech-DC1 and 48Tech-Exchsvrl” system to “BigDesign-Wrk1”
configuration.

15. Click Map.

16. The mapped system and configuration are listed in the result pane as highlighted in the figure below.

17. Once the mappings are done, save it.

EventTracker::

Note:
Only the groups selected for the respective company is listed here.

EventTracker::

18. At any time, you can remove the mapping by selecting the Remove map option.

© Copyright Netsurion. All Rights Reserved. 14
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8 Board Configuration

8.1 Status

1. Navigate to the Board tab where you can map the ticket status of ConnectWise Manage with the Case
status of Netsurion Open XDR and vice-versa.

2. Select the appropriate board from the dropdown options.
Select the Ticket status from the left and Case status from the right pane and then click Map.

Note:
It is mandatory to map all the ticket status with the case status.

4. The mapping can be viewed in the result pane.

EventTracker:

Case priority

5. Click Save.

8.2 Priority
1. Select the Ticket priority from the left and Case priority from the right pane and then click Map.

Note:
It is mandatory to map all the ticket status with the case priority.

2. The mapping can be viewed in the result pane and click Save.

© Copyright Netsurion. All Rights Reserved. 15
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Case priority Ticket priority

rica

Resut Pane

9 Case and Ticket Management

9.1 Creating a Ticket in the PSA Tool

1. To add a case from the incident page, click the gear icon and choose “Add a Casebook”.

Incidents # / Dashbos ents f Tabular

Updated: Feb 11 01:05 AM Incidents from: Feb 04 01:05 AM - Feb 11 01:05 AM 0] L Duration

<

~
M
Jo)
>

Date/Time Eventld Site/Computer Incident Name

v 8010

v 9398

p address

low reputation

wwE/juuDOGOODOQQOOQODO

[
| ED]DEDD]EEDD]EDE

T/ 48Tech-DCL

2. At the bottom of the Case page, enable the option to Create a ticket in PSA tool.

Note:
If the groups/systems are not mapped to any of the PSA companies/configurations, then the option Create a
ticket in PSA tool is not available when adding the case book.

© Copyright Netsurion. All Rights Reserved. 16
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PSA Company

User Responsible

Host Name

Location

PSA Ticket Id

Incident No

Feasor

Operating System

Component Installed

IP Address

3. Once the option Create ticket in PSA tool is enabled and the casebook is saved, Case and the PSA Ticket

ID is generated.

Case

A

Feb 11 01:09:54 AM

EventTrackerAdmin

Case No PSA Ticketd Criticality
10012 909 Gritica v
Tag Ingident No
Site/Computer Reason
CLOUDTEST / 48Tech-DC1 testing
PSA Company
Big Design, Inc.
User Responsible Status in PSA tosl
John New (not respondee)
System Information Ref
Added On Added By Edit

Title
Windows: Audit log cleared
Added By

EventTrackerAdmin

PSA Configuration

Attachments

Added On

Mail To

SMT server not configured, Required for sending smail

© Copyright Netsurion. All Rights Reserved.
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9.2 Viewing the Tickets Created in ConnectWise Manage

The cases created under Casebook in Netsurion Open XDR can be tracked and viewed in the ConnectWise
Manage.

1. Login to ConnectWise Manage. Navigate to Service Desk and then to Service Board in the left pane.

+ New v 49 Recentv Calendar [ Chat with Support Activities v Search Q, Training v
~
s Today
Manage
7 Manag Hello Training
* Ry e Today ConnectWise University i)
By companies Connscthize . Tuesday, September 25, 2018 (D
Maﬂage v2018.6 (58425) )
47 Sales
e Customize
Marketing In / Out Board ConnectWise Support
@ | am inthe office O 1 am out of the office > Developer Alliance
Y Procurement
. News
_ Notices
|__j » Inter@ctive Week, Internet News
+ Action Needed: Review Terms for ConnectWise Business Suite Integration
- : + Yahoo Computer & Internet News
@ Service Desk » Thereis 1 expense report waiting for your approval + CNet Technology News
» There is 1 invoice waiting for your approval .
+ Today's Weather
New Service Ticket
My Activities Support
Service Board v PP
Type of Activity PastDue ThisWeek Al » Microsoft Support Online
Dispatch F'c»rla—.h * CRM / Sales Activities 34 0 34 » Microsoft Drivers and other Downloads
+ Project Tickets 4 0 4 » Microsoft Main Site
* Project Issues 0 a 0 » Yellow Pages / Yahoo
. Service Tickets 0 0 o + PC Webopedia, Computer Terms Encyclopedia
» Dictionary
Today's Activities » Whois Damain Mame Search

Configurati

Connect

Automate

2. The created case in the Netsurion Open XDR’s Casebook is viewed as a ticket in the ConnectWise Manage
Service Board.

8 + Neww 4 Recentv (2 calendar  [J Chat with Support Companies v Search Training v
~ -
Ml service Board Lt
Service Board List
o ~  Businessunit ProfessionsiSerdces s Senice Board Professional Services v Qa Q
My Favorite
& Bowd  SLADsshbosd @
SN - @ ©- Actionsv  SEARCH CLEAR Export  View (Mo View v O & 1-20001306 3
(] Ticket # Priorty Mg S Schedule Company Summary Deseriptio Resource: talHows'  Budget SLAStat Contact
&
Sale: | ~ Al v

¥

EvenTracker Case £10012 - Windows: Audi log clesred 000 .00 Respond by Mon 02/11 1200 PMUTCAS  Patick Love

Marketng [ o = 39 New (ot esponceq @ comectvine vemiTrcks: Gase #10000- EventTracker Detcted new bag enutat 590 000 Aespondby Ty 02/07 1290PMUTCs _ Ame et

3. Inour example, we are taking the Ticket ID 909. Click on the Ticket to view more details.

© Copyright Netsurion. All Rights Reserved. 18
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+ Newv~ 40 Recent™ [ Calendar  [J Chat with Support Companies  Search Training v
N
arvice Boand List > Service Ticket 9
Service Ticket #909 - EvéntTracker Case #1012 - Windows: Audi log clesred
K Locstien [ Sernce Bosed
Ticket  Tasks 0 Cofigwstions 1 Products 0 Actviies 0 Time 0 Empenses 0 Scheds 0 Amischmemz 0 OpenTickets 7 Fnence  AsfiTil  Suves 0 RMAO @
<+ B ¢ & B wmaev kv seev @ @ @ B weov @ 8v @ >
Summary: * EventTracker Case £10012 - Windows: Auit 10g cesred
SRl conrron session | FouLow
Company: Big Design, Inc ~ + igurat; ~
Big Design, Inc v W v e L Ser .
g °® || = BisDesign K Petrick L m
Ticket W 10 LY
= ty List ~
L ~ + @ Actions s SEARCH CLEAR Export View (o View) v e @ 0-00t0
136 - . - -
— | g .
- N v A ~
v o Records Found
v Block:Time - One tme/Retainer Agresment fo Bla DesiOl
v ~
~ ]
b4 s
U v
< >
v
~
+
Inital D ~ 14

Notes | acteotexs sz B

Customer Has Updated

Descending v A W

Ed

Intermal

4. The above Ticket 909 was created as a case under Casebook in Netsurion Open XDR.
5. The case details are seen by logging into Netsurion Open XDR > Tools > Casebook.

Tools+

Event Config
Knowledge Base
Scheduled Scripts

Sitermap

6. The created cases are listed here.

1 PSA Ticket Id Added By Tag Title

53 AM 10012 %09 EventTfacker . @
10011 sh Critical ecting to low reputation ip add Tt @ E
&

Windows: Audit log cleared

9.3 Adding Comments for a Case

1. The Comments added for a Case can be viewed in ConnectWise Manage as notes in the Notes Pane and

vice-versa.
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SA Company

Added On Added By Edit

Comments: Final review s done
Peaple Cantacted:
Investigation procedure:
Investigative actions taken:
Impact determined

Recommendations:

Attachments

Added O

+ Neww 4D Recemt~ [ Calendar
> Semie ket
Service Tieket £309 - EvenfTracker Gase #1001 - Windoms: Auit og cleared

Summary: * EventTr 2 Windows: AU 10g cieared
LRl conmroL session [ FouLow
Company: Big Design, Inc.
Tickit v 10
Ticket £909
unassigned)

Discussion 0

B

g | et &
Mon 021172015 416 AMUTCS

Comments: Finai review is done

a Training Admin1 &7
Mon 02/11/2019 409 AM UTC-05

Comments: reviewing

Locosir Business Uni
e Tas Confiuuons 1 Products 0 Actvites 0
C + BB © @v B MEEv Uiy Swew

B¢@<

<<«

[ Chat with Support

Service Boaret

Tme 0 Expenses
@ @ @ [ Heoyw
-

cheduie 0

2]

Anschments 0 Open Tickers

<

B <<

<

T D ~

Gustomer Has Updated

Descending ™ A W

Internal

Internal

Finonce

Backup Stats

Activity List

BigDesion WK

+ @ Actions v SEARCH  CLEAR

0 s

No Recards Found

Companies v

Serial Ny

Export  View

Search

Paick

No View

Training v

0-00t0

2. The user can add notes or comments by clicking the Notes [ icon.

© Copyright Netsurion. All Rights Reserved.
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Motes SCHEDULE ME |§ ASSIGN ME LN

Discussion 0 Internal 3 Resolution 0 Al 3 Customer Has Updated
[_‘; Descending » AN

. Training Admin1 27 Edit
Men 02/11/2019 4:25 AM UTC-05 Internal
Comments: Attachment
Training Admin1 - Edit
Mon 02/11/2019 416 AM UTC-05 Internal
Comments: Final review is done

Training Admin1 af Edit
Mon 02/11/2019 4:09 AM UTC-05 Internal

Comments: reviewing

3. Alternatively, the ConnectWise user(s) can add notes from the Time tab or by clicking the icon ®

Service Ticket
Service Ticket #909 - EventTracker Case #10012 - Windows: Audit log cleared

Location: Business Unit Service Board: v Q Q,
Ticket Tasks 0 Configurations 1 Products 0 Activities 0 Expenses 0 Schedule 0 Attachments 0 Open Tickets 7 Finance Audit Trail Surveys 0 RMA 0

< + BB O S©v [ MRV Linkswv SharEVEI @ [ Hisowv [
Summary: * EventTracker Case #10012 - Windows: Audit log cleared

EeSRE Ul CoNTROL SESSION || FOLLOW

9.4 Attachments in a Casebook

The attachment files added as references in the casebook can be viewed in ConnectWise Manage.

x
Caselo PSATicket1d Criticality Tit
10012 09 Critca ~ | Windows Auditlog cleared
Tag Added By
v EuentTrackerAdmi
on Mail To
testing
SMTP server ot configured, Required for sending email
PSA Company
8ig Design, Inc.
User Resp.
ohn ded) ared. N
v
SystemInformation  History | References
Added On Added By Edit Attachments
Feb 11010854 AM Ever @ Reference document i
Feb 11 01:7:03 AM Eventrackeradmin @
Feb 11 0125:58 AM Eventrackeradmin @

In ConnectWise Manage, click the Attachment Tab to view the attachment for the respective ticket.

© Copyright Netsurion. All Rights Reserved. 21



Netsurion.

“Attachment List
Service Ticket #909 - EventTracker Case #10012 - Windows: Audit log cleared

Locaion Business Unit Service Bord: Q a
Ticket  Tasks 0 Configurations Products 0 Actiies 0 Time 1 Expenses 0 Schedule 0 Amachmems 1 OpenTickets 7 Finance  AudtTral  Suveys 0 RMA O 8

< 4 searcH clEmR Export  View (NoView) v e B8 1101

View  Title File Name Last Update Owner

9 wt Mon2/11/19 425 ... Acmint

10 Use of Callbacks (Webhooks)

Callbacks in ConnectWise Manage is a mechanism, implemented to get the details updated for a ticket in
Netsurion Open XDR. When a record is saved or updated for a ticket within ConnectWise Manage, it gets
updated for the respective case in Netsurion Open XDR.

Type Level Description

Ticket Ticket Receive callbacks for specific tickets.

Note:
The Level column might change depending on the requirement.

© Copyright Netsurion. All Rights Reserved. 22
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11 Netsurion Open XDR DSI Assets for ConnectWise Manage

DSl assets for ConnectWise Manage is available in the installed path and can be configured into Netsurion
Open XDR.

After applying the update, the below mentioned DSI assets will be present in the following path:

ET install path/EventTracker/Knowledge Packs folder.

11.1 Alerts

e ConnectWise Manage - New ticket created

e ConnectWise Manage - Ticket reopened

e ConnectWise Manage - Ticket modified

e ConnectWise Manage - Ticket closed

e ConnectWise Manage - Netsurion Open XDR system mapping failed
e ConnectWise Manage - Netsurion Open XDR group mapping failed

Note:
By default, alerts will be inactive once imported. Based on the requirement, you can activate the alert and
email notification from Alert Management.

11.2 Reports

e ConnectWise Manage - New ticket created
e ConnectWise Manage - Ticket reopened

e ConnectWise Manage - Ticket modified

e ConnectWise Manage - Ticket closed

e ConnectWise Manage - All activity

11.3 Categories and Saved searches

e ConnectWise Manage - New ticket created
e ConnectWise Manage - Ticket reopened

e ConnectWise Manage - Ticket modified

e ConnectWise Manage - Ticket closed

© Copyright Netsurion. All Rights Reserved. 23



Netsurion.

11.4 Knowledge Objects

e ConnectWise Manage - New ticket created

e ConnectWise Manage - Ticket reopened

e ConnectWise Manage - Ticket modified

e ConnectWise Manage - Ticket closed

e ConnectWise Manage - Netsurion Open XDR system mapping failed
e ConnectWise Manage - Netsurion Open XDR group mapping failed

11.5 Dashboards

e ConnectWise Manage - New ticket created by username
e ConnectWise Manage - New ticket created by domain

e ConnectWise Manage - All activities

e ConnectWise Manage - Tickets reopened

e ConnectWise Manage - Tickets closed

e ConnectWise Manage - Tickets modified
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About Netsurion

Netsurion® delivers an adaptive managed security solution that integrates our Open XDR platform with your
existing security investments and technology stack, easily scaling to fit your business needs. Netsurion's 24x7
SOC operates as your trusted cybersecurity partner, working closely with your IT team to strengthen your
cybersecurity posture. Our solution delivers managed threat protection so you can confidently focus on your

core business.

Headquartered in Ft. Lauderdale, FL with a global team of security analysts and engineers, Netsurion is a leader
in Managed Detection & Response (MXDR). Learn more at www.netsurion.com.

Contact Us

Corporate Headquarters

Netsurion

Trade Centre South

100 W. Cypress Creek Rd
Suite 530

Fort Lauderdale, FL 33309

Contact Numbers

Use the form to submit your technical support tickets. Or reach us directly at 1 (877) 333-1433

Managed XDR Enterprise Customers
Managed XDR Enterprise MSPs
Managed XDR Essentials

Software-Only Customers

https://www.netsurion.com/support
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SOC@Netsurion.com

SOC-MSP@Netsurion.com

Essentials@Netsurion.com

Software-Support@Netsurion.com
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