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Create Local Account and Active Authentication

This guide provides instructions to create users and groups for local account and Active Directory.

EventTracker users who wants to create groups and users in Local and Active Directory.

The information contained in this document represents the current view of Netsurion. on the issues
discussed as of the date of publication. Because Netsurion must respond to changing market
conditions, it should not be interpreted to be a commitment on the part of Netsurion, and Netsurion
cannot guarantee the accuracy of any information presented after the date of publication.

This document is for informational purposes only. Netsurion MAKES NO WARRANTIES, EXPRESS OR
IMPLIED, AS TO THE INFORMATION IN THIS DOCUMENT.

Complying with all applicable copyright laws is the responsibility of the user. Without limiting the
rights under copyright, this paper may be freely distributed without permission from Netsurion, if
its content is unaltered, nothing is added to the content and credit to Netsurion is provided.

Netsurion may have patents, patent applications, trademarks, copyrights, or other intellectual
property rights covering subject matter in this document. Except as expressly provided in any
written license agreement from Netsurion, the furnishing of this document does not give you any
license to these patents, trademarks, copyrights, or other intellectual property.

The example companies, organizations, products, people and events depicted herein are fictitious.
No association with any real company, organization, product, person or event is intended or should
be inferred.

© 2019 Netsurion. All rights reserved. The names of actual companies and products mentioned
herein may be the trademarks of their respective owners.
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Create Local User and Group Accounts

NOTE: To perform this procedure, you must be a member of the administrator’s group on the local computer,
or you must have been delegated the appropriate authority. If the computer is joined to a domain, then
members of the ‘Local Admin’ group might be able to perform this procedure.

Summary
e What is the significance of creating ‘EventTracker’ user group?

v" To log on to EventTracker Enterprise, the user must be a member of ‘EventTracker’ group.
v EventTracker Enterprise user authentication operates locally, that is confined to a particular computer
or within Active Directory context.
e Create a local user group ‘EventTracker**’ on the computer where EventTracker Enterprise is to be
installed.

v Create a local user e.g. ETKaren**,

v' Add ETKaren user to EventTracker group. Members of this group can log on to EventTracker
Enterprise.

v' Add ETKaren user to local Administrators group on the computer where EventTracker Enterprise is to
be installed.

*** You can name user group and user with any name you prefer and need not necessarily be EventTracker
and ETKaren.

EventTracker Enterprise server

Administrators

/ {to install EventTracker Enterprise)

ETK c _ EventTracker
aren {to log on to EventTracker Enterprise)
Local User

Local User Groups

Figure 1

1. Select the Start button, select Control Panel, and then select Administrative Tools.
2. Select Computer Management, and then select Local Users and Groups.
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oy
File Action View Help

e 2[E = HE

Computer Management

A Computer Management (Local)
4 {f} System Tools
» (@ Task Scheduler
(3] Event Viewer
] Shared Folders
4 % Local Users and Groups
| Users
| Groups
(®) Performance
) Device Manager
45 Storage
¢ Disk Management
Fly Services and Applications

Name
& Access Control Assist...

& Adrini

Description

Members of this group can remot...

Admini have complete an...

&/ Backup Operators

& Cryptographic Operat...
Q;" Distributed COM Users

& Event Log Readers

& Guests

& Hyper-V Administrators
& 11S_IUSRs

& Network Configuratio...

Backup Operators can override se...
Members are authorized to perfor...
Members are allowed to launch, a...
Members of this group can read e...
Guests have the same access as m..,
Members of this group have com...
Built-in group used by Internet Inf..,
Members in this group can havess...

Mermh

Perf e Log Users

e Monit

Derf,
P

of this group may sche...

& power Users

@ Remote Desktop Users
& Remote Management...
& Replicator

.%‘ Users

& WinRMRemoteWMIU...

s

.. Members of this group can acces...
Power Users are included for back...
Members in this group are grante...
Members of this group can acces...
Supports file replication in a dom...
Users are prevented from making ...
Members of this group can acces...

3. Expand the Local Users and Groups

A
File Action View Help

O X ) | R 7|

Figure 2

Actions

Groups -
More Actions

node. Right — click Groups, and then select New Group.

Computer Management

- oIEN

A Computer Management (Local)
a {fb System Tools
> @ Task Scheduler
> 2] Event Viewer
» @] Shared Folders
4 I Local Users and Groups
| Users

Mame

& Access Control Assist...
B Administrators
,kuBackup Operators

& Cryptographic Operat...
B Distributed COM Users
Event Log Readers

| Gr -

> () Perfon

. iy Device Mz
4 %5 Storage

Mew Group...
L\.’ =

129 Disk M Refresh
> ::'(3 Services a Export List...
Help

Guests

Hyper-V Administrators
[15_IUSRS

Metwork Configuratio...
Performance Log Users
Performance Monitor ...

Power Users

$ Remote Desktop Users

Description

Members of this group can remot...
Administrators have complete an...
Backup Operators can override se...
Members are authorized to perfor...
Members are allowed to launch, a...
Members of this group can read e..
Guests have the same access as m...
Members of this group have com...
Built-in group used by Intemet Inf...
Members in this group can have s...
Members of this group may sche...
Members of this group can acces...
Power Users are included for back...

Members in this group are grante...

Actions
Groups o
Maore Actions »

& Remote Management... Members of this group can acces...
%Repli(ator Supports file replication in a dom...
B Users Users are prevented from making ...
& WinRMRemoteWMIU... Members of this group can acces...
Creates a new local group.
Figure 3
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4. Type the name of the group in the Group name field.

New Group
Giroup name: :Evemhadcel |
Description: EventTracker Gioup
Members:
Add.
Help

L}l:lwe Close

Figure 4

5. Select Create, and then select Close.

=
File Action View Help

X

Computer Management

& Computer Management (Local)
4 [r& System Tools
> @ Task Scheduler
> [3] Event Viewer
» | Shared Folders
4 #& Local Users and Groups
| Users
| Groups
> @\ Performance
&4 Device Manager
4 5 Storage
=% Disk Management
> i; Services and Applications

Name

P Access Control Assist...
2 Administrators

¥ Backup Operators

¥ Cryptographic Operat...
¥ Distributed COM Users
I Event Log Readers

2 Guests

2 Hyper-V Administrators
H115_USRS

2 Network Configuratio...
P& performance Log Users
2 performance Monitor ...
I Power Users

¥ Remote Desktop Users

2 Remote Management...
I Replicator

I Users

EventTracker

B WinRMRemoteWMIL...

Description

Members of this group can remot...
Administrators have complete an..,

Backup Operators can override se..,
Members are authorized to perfor..,
Members are allowed to launch, a...
Members of this group can read e...
Guests have the same access as m..
Members of this group have com..,
Built-in group used by Internet [nf...
Members in this group can have s...
Members of this group may sche...

Members of this group can acces..

Power Users are included for back..,
Members in this group are grante...
Members of this group can acces...

Supports file replication in a dom...

Users are prevented from making ..
EventTracker Group

Members of this group can acces..,

EventTracker group is created.

1.

Figure 5

Actions

Groups fa
More Actions

EventTracker A
More Actions

In Local Users and Groups node, right-click Users, and then select New User.
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& Computer Management G - |
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& Do
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< ¥
Lrerter 8 nave Loos] Lher googunt,
Figure 6
2. Type appropriate user credentials.
3. For example, you can type “ETKaren’ as user name.
4. Provide a strong password and confirm the same.
5. Select the Password never expires check box.
New User *» HEN
Ul zer nanme: ETKaen
Full ranme: Faran Smith
D escription: User has admin privileges
PGSEWDNIZ (I IT LT}
l:oriirn Mswd: (ITITT LT ]
User must change password at next logon

[ ] Account iz disabled

Help Create Cloze

Figure 7

NOTE: It is not mandatory to check Password never expires option. To avoid password expiry of EventTracker
every now and then, we recommend you check this option.

6. Select Create, and then select Close.
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-4 Compuler Management - oIEl
Fle Acbon  Veew Help
an| o= XE E =
& Computer Munsgemnt (Local) Hame Foll Mame Duescription A ticsen
! ET;TS:::N I mdmanstrate Budt-a sccount fer sdmnntesndg . | Lsars -
G uber
h. Ever Wisaer *'0“"* Mede Actizng L]
Poed Felder e ol
T
P ;_ Local Usery ared Grouss P Gueit Bult-u dccount For gt MoeE - ETKaren &
2 Usen Mese Acticns ’
| Grougs
0 Perfiormance
o Device Manage
a 8 Seorage
= Dk Mpnpgemnest
.-, Seraces snd Apphcations
L1 ¥
Figure 8
ETKaren user is created.
. . .
1. Right-click the newly created user group, and then select Properties.
= Computer Management = =
File Action View Help
e B XE=|
& Computer Management (Local) Nare Description Actions
4 {ft System Taols B Access Control Assist..  Members of this group can remot... Groups -
’ @ EESktS‘;hEdUIer ‘kJAdmmistratUrs Administrators have complete an... More Actions N
’ @ S::I:ed :f;:;rs ¥ Backup Operators Backup Operators can override se...
; i Local Users and Groups i Cryptographic Operat... Members are authorized to perfor... EventTracker -
= Users s B Distributed COM Users  Members are allowed to launch, a... More Actions »
=] Groups ¥ Event Log Readers Members of this group can read e...
Y @ Performance ‘kﬁuests Guests have the same access as m..
i Hyper-V Administrators  Members of this group have com...
=4 Device Manager & Hyp group
a g Storage .EIISJUSRS Built-in group used by Internet Inf...

=% Disk Management
Services and Applications

B Metwork Configuratio...
¥ performance Log Users
‘kPerﬁ:rmance Meonitor ..
& Power Users

.ﬁa Remote Desktop Users

B Remote Management...

Members in this group can have s..
Members of this group may sche...
Members of this group can acces...
Power Users are included for back...
Members in this group are grante...
Members of this group can acces...

B Replicator
‘kUsers

Supports file replication in a dom...
Users are prevented frem making ..

Add to Group...

A WinRMRemoteWMIU
All Tasks

Delete

Rename
R;_Properties

Help

Opens the properties dialog box for the current selection.

Figure 9

EventTracker Properties window displays.
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EventTracker Properties ? ﬂ
General
% EwentTracker
Description: EwentTracker Group
Members:
Changes to a user's group membership
Add,.. Remove are not effective until the next time the
[:? uzer logs on,
Ok Cancel Apply Help
Figure 10

2. Select the Add button.

3. Select Users, Computers, Service Accounts or Groups window displays.

Select Users, Computers, Service Accounts, or Groups ? '

Select this object type:

Usgers, Service Accounts, or Groups Object Types. ..
From this location:

Toons. local Laocations. .
Enter the object names to select [eramples):

LCheck Mames

Advanced... ak. Cancel

Figure 11

4. Select the Locations button.

Locations window displays.

A ?
Locations :

Select the location you want to search.

Location:
1%l SPIDER-I

af

celebrate. test
: PNPLTEST
-2 priplvista test

Figure 12
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5. Select the location, typically the name of the computer.

In this example, name of the computer is SPIDER-II.

6. Select the OK button.

Locations
Select the location pou want to search.
Location:
i J SPIDEF | W
ntire Directary
[ Toonslocal
F3 celebrate test
; PMPLTEST
53 prplvista test
Figure 13
]
Select Users :
Select thiz object type:
zerz or Built-in security principals Object Types...
From this location:
SPIDER-I Locations...
Enter the object names to select [examples]:
LCheck Mamesz

!

Advanced...

Figure 14

Cancel

7. Type the user name in the Enter the object names to select field.

Select lsers

Select this object type:

Uzerz or Built-in security principals

From this location;
SFIDER-I

Enter the object names to select [examples):

» I

Object Types...

Locations. ..

ETK.aren I

Advanced...

Figure 15

LCheck Mamesz

Canicel
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8. Select the Check Names button.

2
Select Users :
Select thiz object tupe:

Usgers or Built-in security principals Object Types...
From thiz location:

SFIDERAI Locations. ..

Erter the object names to select [examples]:

SPIDERANETKaren] | Check Names
Advanced... Cancel
Figure 16
9. Select the OK button.
EventTracker Properties ?

General
% EventTracker
Drescription: EventTracker Group

Members:

SEET,

Changes to a user's group membership
Add.. Remaove are niok effective until the nest time the
uzer logs on.

Cancel Apply Help

Figure 17

10. Select Apply, and then select the OK button.

Create Active Directory User and Group Accounts

NOTE: To perform this procedure, you must be a member of the ‘Account Operators’ group, ‘Local Admin’
group, or the ‘Enterprise Admin’ group in Active Directory, or you must have been delegated the appropriate
authority.

Summary:

a. Create a user group e.g. EventTracker Test** in the domain where EventTracker Enterprise is to be
installed.
b. Create a domain user e.g. ETKaren**.

Add ETKaren user to EventTracker Test group. Members of this group can log on to EventTracker Enterprise.
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c. Add ETKaren user to local Administrators group on the computer where EventTracker Enterprise is to be
installed.

** You can name user group and user with any name you prefer and need not necessarily be EventTracker Test
and ETKaren.

.
—
L] EventTracker Enterprise server
Domain
ETKaren
EventTracker ¢ 3 Admi
a Log on to EventTracker Enterprise c '@m*t Eve u_lou Ente
or cv KEr Cnie stall EventTracker Enterpris
Domain User Group Domain User Local User Group
Figure 18

1. Select the Start button, select Settings, and then select Control Panel.
2. Select Administrative Tools, and then select Active Directory Users and Computers.

B Bxtive e bory Luers amd § imgashees

Fila Fton  WVesw  Hel

|| o s H BRI TOR
I oo coractory Lo ar Com e R [ra= [ Costrpnen I
H ] Srend Quarier Flprgheenp bed  Daiwpn
¥ 3 pretaR e e [} Saend Dumrion Pokder Bo phors o Pasor_.
kil ] b |

Figure 19

Create a Global Scope Security Group in the domain where EventTracker Enterprise is to be installed.

3. Right-click the domain name, select New, and then select Group.
In this example, domain name is ‘pnplvista.test’.
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B Active Directory Users and Computers =] E3

Fle Action View Help

e Dlez Bt aEras

= ctive Diractory Users and Comput, [ Mame | Type | Destription |
] Saved Queries pnphistatest  Domain
# = i Falder to store your Favor,.,

Delegate Contral...

Find. ..

Change Domain...

Zhange Domain Controller. ..
Raise domain functional level...
Operations Masters...

[ Computer
All Tasks b Contact
D InetOrgPerson
Properties MSMGQ Queue Alias
| tOrganizational Unit
FED Printer
User
Shared Folder
K — =l
Create a new object. ..
Figure 20
New Object — Group displays.
MNew Object - Group

q; Createin:  prplvista.testy
a1 |

Group name:
[T

Group name {pre-Yyindows 2000%;

Group scope
= Domain local
% Global

Group bype
% Security
" Distribution

 Universal

QI | Cancel I

Figure 21

4. Type the name of the group in the Group name field.
5. In this example group name is ‘EventTracker Test’.
6. Select Group scope as Global, and Group type as Security.
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New Object - Group

Create it prplvista.teskf
A

!

SroUp Name:
I EventTracker Test| J_

Group name (pre-windows 20007:
I EventTracker Test

Group scope ——————— | Group kype

" Domain local % Security
&+ Glabal " Distribution
£ Universal

oK I Cancel

Figure 22

7. Click OK.
‘EventTracker Test’ group is created.

B Active Directery Lsers ard Compulers

Pl Adion  Yew el

g 2@ D X0 HO 323278
) Esctivn Dwchory Users o Comput | Name | Type | Dssoriphion 1
. Sarewnd Cupmriey 2] she Caganzational ...
= i prehistadet ] Bt bratirmsin
% 5] s Computers Conksines Doesfantt cortsines for upgr...
| Bukin 2| Domain Controlers Cogancational ... Defast conbaner For dom.,
| Computers
— E“"‘"‘"m""’"’ [P — Corksiner Dot cortsines For secu...
- Iii i Fl‘l*
- _u::-m:;w 2 L besting SE5 Crgancational ...,
5 3] Testing Ol A Terstang OU Ceganizationgl ...
311 LM = TestingiLEH CEarazationsl ...
Lsars | Usarg Conk e Gl oo i g,
L | |
Figure 23

1. Right-click Users point to New, and then User.
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[ Active Directory Users and Computers =] E3 ‘
File Action View Help
e [z || = = — e =
X EETE S i Y R =K
] Active Directary Users and Comput | Name | Type | Description |
| Saved Queries o abc Crganizational ...
=] 5 priphvista test ~ Buitin buikinDomain
a] abc | Computers Container Default container for upgr. .,
| Buitin = Domain Cantrallers Organizational ...  Default cankainer For dom, ..
o Computers %Event'{rack&r Test Securiky Group ...
2| Domain Controllers 2 5 P .
3 T _ ForeignSecurityPrincipals Container Default container for secu...
~ ForeignSecurityPrincipals =
2 Outesting 55 Qrganizational ...
0u testing 55 ) Testing OU o Honal
Testing OU = esting rganizational ...
7 TestingoUz34 "_T TestingOL234 Qrganizational ...
Users Container Default container for upgr...
- Delegate Contral...
Find...
\ Camputer
All Tasks b Conkack
Group
Refresh
et InetCrgPerson
Properties MSMQ Queus Alias
Printer
Help I
Shared Folder %J
K — M

‘Create anew abject..,

Figure 24

New Object — User window displays.

New Object - User

; Create if:  prplvista test/ zers
[r# ]

L |

First name: I|I Initials: I
Lazt name: I
Full name: I

Uzer logon name:

I I @pnplvista.test j
Uzer logon name [pre-#indows 2000]):
|PHPLYISTAL |

< Hack | i [=Haees | Cancel I

Figure 25

2. Type appropriately in the respective fields.
In this example, First name is ‘Karen’, Last name is ‘Smith’ and User logon name is ‘ETKaren’.

Netsurion. EventTracker




Create Local Account and Active Authentication

MNew Object - User B

; Create in:  pnplvistatest/Uzers

L1 ]
Firzt name: IKaler‘J | hitials: I
Lazt name: ISmith
Full name: [Karen Smith

Uzer logon name:
IETKaren I@pnplvista.test ;I

Uzer logon name [pre-Windows 2000]:
|PN FLWISTASN IETKaren

< Back I Mext > I Cancel I

Figure 26

3. Select the Next > button.
4. Type the password in the Password and Confirm Password fields.

5. Select the Password Never Expires check box.

Mew Object - User E I

;j Create in:  pnplvistatest/Users
Pazsword; I-------.
Confirm pazzward: |o---..oo| I

I User must change password at nest lagon
I User cannot change password
¥ Password never expires

I~ Account is dizabled

< Back I Mext » I Cancel

Figure 27

NOTE: It is not mandatory to check Password never expires option. To avoid password expiry of EventTracker
every now and then, we recommend you check this option.

1. Select the Next > button.
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Mew Object - User E

?j Crestein:  prphvista test/Users

When yau click Finish, the lollowing object will be created:

Full name: Karen Smith = |
Usger logon name: ETKaren@pnplvista test
The password never expires,

=]

Cance| |

< Back

Figure 28
2. Select the Finish button.
‘ P
Username ‘Karen Smith’ is created.
B Active Directory Users and Computers M= &3
Fla Acion Vew Heb
e 2m 0D HEMIARTTIR
. Adtive Drectory Users and Cooget | Name Il‘m Il‘)m | B
. Saved Quaries 52, Cort Publishers Seaurky Group ... Members of this group are...
= 33 poplvista.test 2 chatrs User
o3 e 82 Denind RODC Password Repic.... Seaurty Group...  Mambers in this group can...
Bultn 82 Drsadmine Securky Group ... DNS Administrators Group
| Computers 82 DrstipdateProxy Securty Group....  DNS chants who ara pesmi...
: — Fac ’ Cot‘bhol:s pals 82 Domain Admins Seoxty Group ... Designated administratoes...,
e C\:(»s(: g €5 e 2, Domain Computers Searky Group ... Al waekstations and seeve...
o 3 ges ;J 2 Domain Controlers Seaurky Group ... Al domain controders in th. ..
: TestingOUZ4 Q,Dwm@xsls Securdy Group ... Al domain guests
Usars 52 Domain Ugars Secury Group ... Al domain users
R ens Usar
52 Erverpeise Admins Securty Group ...  Designated administrators. ..
82 Erterpeise Read-only Doman ... Seosrky Group ... Members of this group are...
82, Growp Policy Crestor Owners  Securty Group ... Members in this group can...
. Guest User Bult-n account for st ..
.3"' ) UsSe
S RAS and 1AS Servers Securky Group ...  Servers inthis group can ...
S{Remmcmc&m Securky Group ... Members of this group &e..,
K I 2 b |

Figure 29

1. Right-click the EventTracker Test group, and then select Properties.
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. Active Directory Users and Computers
Fle Acion  View Heb
e FmA0XD o B SR aTYoa
. Active Directory Users and Comprt | Naeno ]Tm IW |
B = Saved Quanes o abe Orgarezabional ..,
= 4 pophvista.test Bultin bultirDomain
R Cotrputers Corkairnr Def ault contaner For upgr...
51 [ Bulkn 2. Doenain Controlers Organzationsl .., Default container for o,
* Comperors ForopnSecurtyPrincpals Cortairer Def ault containes for secu...
Lo Conkrollers = Outesting 55 Organzational ..,
. ForeigriSecurtyPrincipals 3
% 4] Outesting SS 2. Testing QU Orgarezabionsl ..,
' Yesting OU o TesiegOU234 Orgarzabionyl ...
R Users Corkaires Def aukt contaner for upgr...
Users Add Lo 2 group. ..
Send Mal
Al Tasks ’
Q
Delete
Rename
Help
KJ I— 2]
Opens the properties dakog bax for the currenk selection,

Figure 30

EventTracker Properties window displays.

Event Tracker Properties

General l Members I Mermber OF I Managed By |

ﬁ EwventTracker

Group name [pre-windows 2000]: IEirentTra.cher Test

Deschphion: I

E-mait |
r~ Group scope- - Group type- q
| Domain local o+ Security
* Global " Distribution
" Univerzsal
Hotes:
=
=
0K | Cancel | soow |

Figure 31
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2. Select the Members tab.
EventTracker Properties

General Members | Member Of | Managed By |
Members:

(21X

Name | Active Directory Folder

| OK I Cancel

Figure 32

3. Select the Add button.

Select Users, Contacts, Computers, or Groups

Select thiz object type:

IUsers, Groups, or Other objects

Fram thig location:

Object Types...

Ipnplvista. test

Enter the object names to zelect [examplez]:

Laocations...

Advanced... | ] 8 | Cancel

Check Hames

1

Figure 33

4. Type the user name in the Enter the object names to select field.

select Users, Contacts, Computers, or Groups

Select thiz object type:

IUSBIS, Groups. or Other objects

FErom thiz location:

Object Types...

Ipnplvista. test

Enter the object names to select [examples]:

Locations. .

ETKarer|

Advanced... | Ok I Canhcel |

PG

LCheck Mames

Figure 34
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5. Select the Check Names button.

Select Users, Contacts, Computers, or Groups ﬂ E

Select thiz object type:

|U$ers, Groups, or Other objects Object Types...

From thiz location:

Ipnplvista.test Locations...

Enter the ohject names to select [examples]:
Karen Smith [F TKaren@pnplvista.test] Check Mames

i

Advanced... | 0Ok I Cancel |

A

Figure 35

6. Select the OK button.
‘Karen Smith’ is a member of ‘EventTracker Test’ group.

EventTracker Test Properties I

"General  Members | tember Dfl b anaged Byl

bl embers:

Mame Active Directory Domain Services Folder

‘ F.aren Smith priplvigta.test/Uzers

Add... | Remove |

Ok I Cancel Apply

Figure 36

7. Select Apply, and then select the OK button.

To add a user in ‘Administrators’ group on the computer where EventTracker Enterprise is installed please
follow the steps given below:

1. Right click My Computer, select Manage.
2. Expand Local Users and Groups, select Groups.
3. Right click EventTracker group, select Add to Group.

EventTracker Properties window displays.

4, Select the Add button.
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Create Local Account and Active Authentication

Select Users, Contacts, Computers, Service Accounts, or Groups window displays.

Select Users, Contacts, Computers, Service Accounts, or Groups EH

Select thiz object type:

ILIsers, Service Accounts, Groups, or Other objects Object Types...

From thiz location:

Ipnplvista.test Locations...

Enter the object names to select [examples):
Ksren Smith (ETKarenfpnplvists test) Check Mames

FEb

Advanced.., | ]9 I Cancel |

i

Figure 37

5. In Enter the object names to select box, enter username (i.e. ‘Karen’ in our example), and select the
Check Names button.

6. Select the OK button.

Consider Domain A and Domain B exist in Forest 1 and EventTracker Enterprise server is a member of Domain
A. If a user in Domain B needs to access and administer EventTracker Enterprise, add that user to EventTracker
user group in Domain A. Since these two domains exist in the same forest, Windows creates automatic trust
relationship between these two domains.

Windows creates an automatic trust
relationship (two-way, transitive trust ink)
between these two domans.

Domain A Domain B

EveniTracker Enterprise server

c ¢

EventTracker User Groupin Domain A User in Domain B

Figure 38
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Create Local Account and Active Authentication

Consider Domain A and Domain B exist in Forest 1 and Domain C and Domain D exists in Forest 2. EventTracker
Enterprise server is a member of Domain A. If a user in Domain C needs to access and administer EventTracker
Enterprise, add that user to EventTracker user group in Domain A. Since these two domains exist in different
forests, you need to create trust prior to adding users.

v

A

windows Server 2003 forests, Create a forest trust,
A forest trust lets you create a trust relationship
between two separate Active Directory forests,

Domain & Domain B Domain C Dormain D

While it's true that you could create trusts between domains
in two different Windows 2000 forests, you could not create
trusts between different forests. If you wanted trusts to exist gyentTracker Enterprise server

EventTracker Enterprise between all the domains in two separate forests, you had to
server create individual trust relationships for each trusting and
trusted domain.
@ <
EventTracker User Group in Domain & User in Domain C
Figure 39

Windows Server 2003 forests: Create a forest trust. A forest trust lets you create a trust relationship between
two separate Active Directory forests.
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