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Integrate Heroku

This guide helps you in configuring Heroku with EventTracker to receive Heroku events. In this guide, you will
find the detailed procedures required for monitoring Heroku.

The configuration details in this guide are consistent with EventTracker version v9.3 or above and Heroku.

Administrators, who are assigned the task to monitor and manage Heroku events using EventTracker.

The information contained in this document represents the current view of Netsurion on the
issues discussed as of the date of publication. Because Netsurion must respond to changing
market conditions, it should not be interpreted to be a commitment on the part of Netsurion, and
Netsurion cannot guarantee the accuracy of any information presented after the date of
publication.

This document is for informational purposes only. Netsurion MAKES NO WARRANTIES, EXPRESS
OR IMPLIED, AS TO THE INFORMATION IN THIS DOCUMENT.

Complying with all applicable copyright laws is the responsibility of the user. Without limiting the
rights under copyright, this paper may be freely distributed without permission from Netsurion, if
its content is unaltered, nothing is added to the content and credit to Netsurion is provided.

Netsurion may have patents, patent applications, trademarks, copyrights, or other intellectual
property rights covering subject matter in this document. Except as expressly provided in any
written license agreement from Netsurion, the furnishing of this document does not give you any
license to these patents, trademarks, copyrights, or other intellectual property.

The example companies, organizations, products, people and events depicted herein are fictitious.
No association with any real company, organization, product, person or event is intended or
should be inferred.

© 2021 Netsurion. All rights reserved. The names of actual companies and products mentioned
herein may be the trademarks of their respective owners.
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1. Overview

Heroku is a container-based cloud platform as a service (PaaS) that is used to build, deploy, manage, and
scale modern applications. Heroku Enterprise provides services to large companies which help them to
improve collaboration among different teams. It provides a set of features like fine-grained access controls,
identity federation, and private spaces to manage their enterprise application development process,
resources, and users.

This guide helps you in configuring Heroku with EventTracker to receive Heroku events. Once Heroku is
configured to send logs to EventTracker, EventTracker’s knowledge pack will help in monitoring events from
Heroku.

EventTracker’s knowledge pack consists of dashboard (graphical representation of events), alerts (near real-
time notification of important events), saved searches (for searching specific category of logs with a single
click) and reports (structured and details info of events) to help you correct problems long before a disastrous
failure occurs.

EventTracker’s built-in knowledge pack enables you to gather business intelligence providing increased
security, performance, availability, and reliability of your systems.

2. Prerequisites

e EventTracker v9.3 or above should be installed.
e Heroku should be configured.
e Heroku Command Line Interface (CLI) must be installed.

3. Integrating Heroku with EventTracker

1. Create an app in Heroku.
2. Login to Heroku CLI.
3. Turn on debug and runtime logging.
o Turn on debug logging:
e S heroku config:add LOG_LEVEL=DEBUG --app <YOUR APP NAME>
o Turn on runtime logging:
e S heroku labs:enable log-runtime-metrics --app <YOUR APP_NAME>
4. Restart your app to apply changes:
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o Restart your app:
e S heroku restart -—app <YOUR APP NAME>
5. Using command line, add syslog URL (which contains the host and port) as a syslog drain.

TLS Syslog

% heroku drains:add syslog+tls://logs.example.com:12345 -a myapp

Plain text Syslog

% heroku drains:add syslog://logs.example.com -a myapp

Figure 1
Here, myapp = the name of your Heroku application

e.g. heroku drains:add syslog://<EventTracker Manager IP>:<port> --app <YOUR APP NAME>

EventTracker will receive events/logs of applications for which syslog drain has been created.

1. Click on Manager under Admin.

§_= Active Watch Lists FAQ Tile Configuration BEL MITRE ATT&CK Rules |
Alerts [*2 Group Management f:} Parsing Rules
ﬂ Casebook Configuration Q IP Lockup Configuration g}% Report Settings
D|§ Category Q Knowledge Objects |;| Systemns
E Diagnostics Machine Learning Jobs _991 Users
% Event Filters ‘[_ix_ Machine Learning Settings fl"*- Weights
E:l Eventvault @ Manager
Figure 2

2. Go to syslog/Virual Collection Point tab.
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Netsrion. Eventlra B imine Toosr (@) oumikh -

Manager A / Admin / Manager

Configuration

Agent Settings Emai Collection Master Ports Elasti

syslog
Enable syslog receiver [ Do not resolve sender's IP address to host name Total availzble: Unlimited
Port number  Description Cache path Purge frequency (days)  Archive path
514 All Syslog Systems (UDP)  D:A\Program Files (x86)\Prism Microsystems\EventTracker\Cache 0 D:A\Program Files (x86)\Prism Microsystems\EventTracker\Archives 3
6514 D:\Program Files (x86)\Prism Microsystems\EventTracker\Cache 0 Di\Program Files (x86)\Prism Microsystems'\EventTracker\Archives o]

Figure 3

3. Clickonthe ™ symbol and then select Extract device Id.

= Netsurion. Eventlracker B pgmne Tose @
L Manager A / Admin / Manager
Configurstion  syslog / Virtual Collection Point | Direct Log Archiver  AgentSettings  Ema Elasticsearch
3
syslag
Enable syslog receiver [] Do not resclve sender’s IP address to host name Total available: Unlimited
Port number Description Cache path Purge frequency (days) Archive path

514 All Syslog Systems (UDF) Ci\Program Files (x86)\Prism Microsystems\EventTracker\Cache 0 C:A\Program Files (x86)\Prism Microsystems\EventTrackenArchivas

Figure 4
4. Provide below Regex in Regular Expression space.
\+\d+\:\d+\s(?P<Computer>d\.[*\s]+)
5. Provide below value in Token name.
Computer

6. Check Active box.

7. Click Add and then close.
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Extract device id from syslog devices

Mote: Adding multiple regulsr exprezzion for #utracting de

Integrate Heroku

c# i or narme may cause the DventTracker receiver performance degradation
Regular expression Taken e Active
Delets
Regular a=
Token name 1)
alog M e if regulas
P oS &Py
r t da ng IF
Clear Chose
Figure 5
8. Click Save.

syslog
Ensblesysleg recsiver (] 00 host name
Portnumber  Description Cache path Purge frequency (days)  Archive path
s D4 Program Files (x5 ntlrackerCache 0 DAProgram Files (x38)\Prism M
G514 10:Program Fies {s86) Prism Microsystems|ventiiacken Cache 0 o E
Virtual Collection Points
Port number Desaiption Cache path Purge frequency (days) Archive path
14505 D1Program Fies 36]\Prism 1 iacker Cache 0 D:Program Fies 436]\Pr
14525 AEACHE DiProgram Fies (3§]\Prism I HTracker Cache 0

DiProgram Fies <66) Frism Micr

Figure 6
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4. EventTracker Knowledge Pack

Once logs are received by EventTracker manager, knowledge packs can be configured into EventTracker.

The following knowledge packs are available in EventTracker to support Heroku.

e Heroku: Application Logs - This category provides information related to logging output from the
application itself including logs generated by your app’s code and dependencies.

e Heroku: Router Logs — This category provides information related to messages about actions taken by
the Heroku platform infrastructure on behalf of your app, such as: restarting a crashed process,
sleeping or waking a web dyno, or serving an error page due to a problem in your app.

e Heroku: Authentication Failure Detected in Deployed Application - This alert is generated when any
authentication failure is detected in the application deployed in Heroku.

e Heroku: High Severity Events Detected — This alert is generated when any high severity (error, critical,
warning) events are detected in Heroku.

Heroku: Resource Utilization- This report gives information about the resource utilization by an
application deployed in Heroku. Drain Id is the syslog drain id associated with a specific app which
tracks the application performance. Report contains CPU load and memory utilization information.

Disk Cache Memory Read Page written to
LogTime Computer Drain Id Load Avg 1m Load Avg 5m Load Avg 15m Memory from Disk Disk Resident Memory Swap Memory Total Memory Source Memory Quota
02-15-2021 03:52:06 PN ROQOOOOCCAHER d.5a8fd083-0972- 0.00 0.00 0.0 web.1
OKU-5YSLOG 4e18-b912-
94dc2d0%9dac
02-15-2021 03:52:06 PM RXCODOKKKHE d 5asfd083-0872- '0.00 .00 .01 web.1
ROKU-5YSLOG  4e18-b912-
94dc2d039dac

02-15-2021 03:52:06 PN RIOCOCOCCIHER  d 5a8fd083-0972- 15.789MB 257367 pages 84526pages 669.36MB 0.00MB €35.14MB web.1 1024.00MB
OKU-SYSLOG  4e18-b912-
94dc2d0%9dac

Figure 7

Heroku: Router Logs - This report gives the information about actions taken by the Heroku platform
infrastructure on behalf of your app, such as: restarting a crashed process, sleeping or waking a web
dyno, or serving an error page due to a problem in your app, access of application from an user. It
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contains the IP from where the application has been accessed, protocol, status code, application
pages/asset that has been access, connect and service time, bytes transferred.

Connecti Respo Error
Computer Log Severity onTime Reason Method Path Request Id i nse D code
02-15-2021 03:5207 P ROCOOOOAKEROK  error 407 ms Request  web.1 114.119.159.231  stg.snap- GET Jrobots. b 44F136ad-36a9-490c- 1464ms 00 H1Z  d5a3fd083-0872-4e18-b912-
U-SY5SLOG timeout raise.com 8514-62d09592b6d3 94dc2d099dac
02-15-2021 03:52:10 PN RICOCCOCOHEROK  info 407 1ms web.1 66.240.66.94 staging.snap-  GET Irobots. b 5b285a3e-T6d-44c8- 4ms 200 d.5a8fd083-0972-4218-b912-
U-SYSLOG raise.com 8354-2a2cddbe251h 94dc2d099dac

02-15-2021 03:52:10 PN RXCOOOHEROKU-  info "12995 Oms. web.1 66.249.66.92 staging.snap- GET ! a7851a02-1e36-448e 201ms. 200 d.5a8fd083-0972-4e18-b812-
SYSL0G raise.com 9bde-BcBET1cI345e 94dc2d099dac
Figure 8

e Heroku: Command Executed — This report contains information about commands executed and
messages about administrative actions taken developers working on app deployed in Heroku such as
toggling maintenance mode, deploying new code etc.

LogTime Computer Command User

02-15-2021 03:52:08 PW RXCCCOCOOOHEROKU-5YSLOG  bundle exec rake staging update_db_from_production scheduler@addens.heroku.com

02-15-2021 03:52:09 PK ‘R}OOOOOO(\H EROKU-SYSLOG if [ "S(date +%d)" = 01 ] | [ "S(date +%d)" = 15 ]; then heroku repo:purge_cache && heroku repo:reset; fi scheduler@addons.heroku.com
Figure 9

Logs Considered
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event_datetime
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d.5a8fd083-0972-4e18-b912-94dc2,

web.1

Heroku-syslog

ac heroku web.1 - - source=web.1 dyno=heroku.85170982.7541d2e4-778f-442e-88{6-ad 7 2cd81b0ff sample#memory_total=639.80MB sampleFmemory_

rss=626.77MB samplememory_cache=13.03MB sample¥memory_swap=0.00MB

-

20pages samplefmemory_quota=1024.00MB

128
Application
SYSLOG local0
Error

MNAA

N/A

heroku
heroku.85170982.7541d2e4-778f-442e-88f6-adT 2cd B 1bOFF
Heroku

web.1

Heroku

236487

Figure 10

o Heroku: Application Visited by Geolocation

Heroku: Application Visited by Geolocation

Figure 11

sample#memory_pgpgin=236487pages sample®*memory_pgpgout=73

G
i
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o Heroku: HTTP Code by Volume

Heroku: HTTP Codes by Volume

Series: response_id

a0

a0 -

40

20

0 ® » .- - - ———8 —_ o
¥ o g ™ oV ™ A @
200 301 e 202 e 502

Figure 12

o Heroku: Error Codes Received

Heroku: Error Codes Received

Series: change_info

15
10 +
5
0 <]
ok W
output buffer overflow request

Figure 13
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Heroku: Log Type by Application (syslog drain id)

Heroku: Log Type by Application(syslog drain id)

Series: log_type

30,000
20,000 -
10,000 -
0
UT\E&[:._.. ‘?g-é:*:‘?“’%". <
L’:-T"‘?) (}_C:,-Zt
web, 1 scheduler.9331 router [ scheduler.3851 logplex M zpi

B cronworker.

Heroku: Request Method by Ip

Figure 14
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Heroku: Request Method by Ip G - X

Series: src_ip_address
150

! 173.252.87.17:3 !
100 -

50

s 5
o o

71.82.189.19 66.249.66.92 66.249.66.24 N 104.143.83.241 192.230.189.245
B 1356.130.154 M 40.88.21.235 114.119.137.08 W 114.119.155.81

B 114.119.159.231 W 173.252.87.17 66.249.66.152

Figure 15

o Heroku: Visits on Application Per Day

Heroku: Visits on Application Per Day G - X
100
80
6l
40 - <

20

o ey 2 a3 N 5
" i gt o™ o N

l:\.’ir'-"\:'DJ ot

Figure 16

Netsurion. EventTracker




Integrate Heroku

e Heroku: Log Severity

Heroku: Log Severity

W info errar

Figure 17

5. Importing Heroku knowledge pack into EventTracker

NOTE: Import knowledge pack items in the following sequence:

e (Category

o Alert

e Knowledge Object
e Report

e Dashboard

Launch EventTracker Control Panel.
2. Double click Export Import Utility.

Netstrion. | EventTracker’
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e EventTracker Control Panel

— . ~ EventTracker
B [::-'e} .{P' Ey %
i [ ®
EventVault Diagnostics License Export Import Append

Manager Utality Archives

a8

—

EveniTracker Traffic Analyzer Agent Port TrapTracker
Agent Confi... Manageme. .. Configuration
L
Change Audit About
EventTracker

E-mail: support @Event Tracker.com

Figure 18
3. Click the Import tab.

1. Click Category option, and then click the Browse | button.

4 Export Import Utility = [ = -

Export | Import

1. Provide the path and file name of the Categories file. Use the "..." button to browse and locate the import file.
2. Click the Import button.

Options Location
) Fiters
O Aletts

Source :

—
! L]

O Systems and Groups

O Token Value
O Reports

) Behavior Comelation

Import | | Close

Figure 19
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2. Locate Category_Heroku.iscat file, and then click the Open button.
3. Toimport categories, click the Import button.

EventTracker displays success message.

Export Import Utility -

o Selected category details are imported successfully,

Figure 20

4. Click OK, and then click the Close button.

1. Click Alert option, and then click the Browse [ button.

I

<

Export | Import

Export Import Utility == -

1. Provide the path and file name of the Alerts file. Use the "..." button to browse and locate the import file.

2. Click the Impaort button.

Cptions
() Category

() Fitters

® Merts

() Systems and Groups
() Token Value
) Reports

() Behavior Comelation

Location
Import E-mail settings

Set Active

o . P This setting is applicable only for imports from Legacy (v}
® Only  notifications set Alert files. For w7, the active status will be set based on

() By default "Active” key available in the configuration section.

Watchlist Configuration
Import Watchlist configuration

This setting is applicable only for alerts which have Advanced watchlist configured.
MNote: i this option is enabled the user should make sure the watchlist groups are available
on the console where the alerts are imported.

Source

Import | |

Close |

Figure 21

Netstrion.
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2. Locate Alert_Heroku.isalt file, and then click the Open button.
3. To import alerts, click the Import button.
EventTracker displays success message.

Export Import Utility -

o Selected alert configurations are imported successfully.

Figure 22

4. Click the OK button, and then click the Close button.

1. Click Knowledge objects under Admin option in the EventTracker manager page.

—
= EventTracker:: &  Admin-
n Home E_; Active Watch Lists [E] collection Master [*7 Group Management [ systems 4% /Dashb
Q A Alerts @ Carrelation Q IP Lookup Configuration 'QQ Users
1 @ Behavior Correlation Rules ﬂ Diagnostics ' Knowledge Objects .'T‘- Weights
ﬂ Behavior Correlation Settings \71 Event Filters @ Manager CJ windows Agent Config
Eﬂi‘:ﬂal C.yb‘::;ea‘:hs:'.m,mwmt :.EEIG?W[SN‘:L;S -:] Casebook Configuration [9] Eventvault D Parsing Rules
o|§ Category [ FAQ Configuration f? Report Settings
Attacker - News
Figure 23

2. Click on Import ¥ button as highlighted in the below image:

Knowledge ObjECtS & / £dmin / Knowledge Objects

=
Qe Activate Now opjecs @ | F | & £

[=

Groups @

EventTracker

Figure 24

3. Click on Browse.

Netsurion. EventTracker
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Import

Close

Figure 25

4. Locate the file named KO_Heroku.etko.

5. Select the check box and then click on ¥ Import option.

Import

Object name Applies to Group name

Heroku heroku Heroku

Figure 26

6. Knowledge objects are now imported successfully.

File imported successfully.

Netsurion. EventTracker
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Figure 27

5.4 Report

1. Click Reports option and select New (*.etcrx) option.

Export | Import

1. Provide the path and file name of Schedule Report file. Use the "..." button to browse and locate the import file.

2. Click the Import button
Mote : if reportis) contains template. first import template and proceed with exportimpaort utility.
Options Location

Category
Filters
O Legacy (Tissch)

[ o]

Alerts

Systems and Groups SriEE

|'.i55ch

Token Value

Reports. I'|

ofeloo oo o

Behavior Comelation

mport | [ Close
Figure 28
2. Locate the file named Reports_ Heroku.etcrx and select the check box.
Mote : I reportis) contains template, first import template and proceed with report import process.
Select file [**"7 7o T e oL e " """ Heroku'Configurations'Flex_Reports_Heroku ston | | Selectfie |
Available reports
Title | F Show al -
(| Thle Sites Groups Systems Freguency|

Heroku - Command Executed

Heroku - Resource Utilization

R155-VM30D

Undefined

<

Heroku - Router Logs

MNote: Set run time option is not applicable for Defined Reports and Houry Reports

Set run time for report{s) from

[——]am -  atinterval of | — | minutes

=9

| to |

Mo NS

that Siglel G

e

Figure 29
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3. Click the Import ¥ button to import the report. EventTracker displays success message.

Export Import Utility .

Selected reports configurations are imported successfully

Figure 30

5.5 Dashboards

NOTE- Below steps given are specific to EventTracker 9 and later.

1. Open EventTracker in browser and logon.

Home

My Dashboard

Threats

Indicators of Compromise

Incidents
USE activities, New senvices or software install E

Behavior Comelation
Change Audit

Compliance

Figure 31

2. Navigate to My Dashboard option as shown above.

3. Click on the Import ¥ button as show below:

EventTracker:: 'y Admin~  Tools~ (@) ETAdmin -

My Dashboard & / Dashboard / My Dashboard

@CONLTOO

Figure 32

Import dashboard file Dashboard_Heroku.etwd and select Select All checkbox.
Click on Import as shown below:

Netstrion. | EventTracker’
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f dashlet configured using persisted report, first import the repor

dashlet.

Avrailable widgets
Select A

Heroku: Application Visit.. Heroku: HTTP Codes by Vol...

Heroku: Error Codes Recei... Heroku: Log Type by Appli..

Heroku: Request Method by... Hercku:Visits on Applicat...

Heroku: Log Severity

+ an

roceed with importing

Import Close

Figure 33
6. Importis now completed successfully.
Selected dashlets imported successfully.
Figure 34
7. In My Dashboard page select ®to add dashboard.

My Dashboard

CheckPoint Trend Micr... Microsoft ...

Figure 35

8. Choose appropriate name for Title and Description. Click Save.

# / Dashboard / My Dashboa

[Bleerrio

Netsurion. EventTracker
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Add Dashboard

Title

Heroku

Description

Heroku

Figure 36

9. In My Dashboard page select @ to add dashlets.

My Dashboard & / Dashboard / My Dashboai

4Rt T O

CheckPoint Trend Micr... Microsoft ...
Figure 37

10. Select imported dashlets and click Add.

el . ......______________________________________________________________________________________________N& |
Customize dashlets

Heroku Q
Heroku: Application Visited by ... Heroku: Error Codes Received Heroku: HTTP Codes by Volume Heroku: Log Severity
Hercku: Log Type by Applicatio... Heroku: Request Methed by Ip Heroku: Visits on Application Pe...

m Delete Close

Figure 38

Netsurion. EventTracker




Integrate Heroku

6. Verifying Heroku knowledge pack in EventTracker

1. Logon to EventTracker.
2. Click Admin dropdown, and then click Category.

— EventTracker:

n Home E; Active Watch Lists [E] collection Master 54 Group Management ] systems #& / Dashb
a A Alerts @ Correlation Q IP Lookup Configuration ,@ Users
0 1 @ Behavior Correlation Rules ﬂ Diagnaostics - Knowledge Objects ."[‘- Weights
] N
!."'u Behavior Correlation Settings J] Event Filters @ Manager ] Windows Agent Config
E‘:i':“al C.yb‘::nrfa‘:hz.r@m"w_.“ E‘:lc‘?t.‘.)ﬁ"gii‘c -:] Casebook Configuration [3] Eventvault f:r Parsing Rules
n|§ Category [ FAQ Configuration i*:t_] Report Settings
Aftacker — News
Figure 39

3. In Category Tree to view imported category, scroll down and expand Heroku group folder to view
the imported category.

Category

Category Tree Search

ﬂE Barracuda Spam Firewal -
:r_rE. Change Audit

;"JE Cloudflare

;*JE Comodo Endpoint Protection

;"JE Crowdsirike Falcon

ﬂg Deep Instinct

ﬂE EventTracker

:JE Heroku

- @ Hercku: Application Logs

------ @ Hercku: Router Logss

Figure 40

1. Logon to EventTracker.
2. Click the Admin menu, and then click Alerts.

Netsurion. EventTracker
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= EventTrackers: & Gdnin-|  Tools-
] Home 8= Active Watch Lists [E] Collection Master [% Group Management [ systems A& / Dasht
a A Alerts @ Correlation (-.‘\ IP Lookup Configuration g Users
2 @ Behavior Correlation Rules ﬂ Diagnostics C_) Knowledge Objects .’[‘- ‘Weights
‘u Behavior Correlation Settings G] Event Filters @ Manager CJ windows Agent Config
potential Cyber Breaches WNGICSOrs 0P CE ] Casevook Configuration  [§] Eventault (7 Parsing Rules
ofs Category [ FAQ Configuration &) Report Settings
Attacker — News
Figure 41

w

In the Search box, type ‘Heroku, and then click the Go button.
Alert Management page will display the imported alert.

O Alert Name A Threat Active Email

O M Heroku: Authentication failure detected in deployed application ® O

O G"ﬁ' Hercku: High Severity Events Detected ® U
Figure 42

4. To activate the imported alert, toggle the Active switch.

EventTracker displays message box.

Successfully saved configuration.

[]Prevent this page from creating additional dialogs

Figure 43

5. Click OK, and then click the Activate Now button.

NOTE: Specify appropriate system in alert configuration for better performance.

6.3 Knowledge Object

1. Inthe EventTracker web interface, click the Admin dropdown, and then select Knowledge Objects.

=— EventTracker::

" Home = Active Watch Lists [E Collection Master [ Group Management [ systems 4 / Dashb
a o Alerts ©) correlation G, IP Lookup Configuration & Users
o 1 (E) Behavior Correlation Rules i Diagnostics > weights
5 N
% Behavior Correlation Settings | Event Filters [&] manager [ windows Agent Config
PEEl C,Vbi’::fa‘:hes e INAICators 8PCE 1 c,cenook configuration [¥] Eventvaurt (7 Parsing Rules
of2 Category [®) FAQ Configuration &7 Report Settings
Attacker - News
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Figure 44

2. Inthe Knowledge Object tree, expand Heroku group folder to view the imported knowledge object.

Object name Heroku

O AR
Applies to heroku

Rules

Title Event source Source Type Log type Event id

syslog Heroku

dUmeé
Message Signature:

Message Exception:

Event type
[ Heroku

Expressions

Expression type Expression 1

Expression 2 Format string
Regular Expression with\scommandis\'(T<command>[*V]+)\-\s\-\s(? <command = *T)\sby\suser

Regular Expression \sby\suser\s(? <users[*\n§]+)

Q@
=) =

Figure 45

3. Click Activate Now to apply imported knowledge objects.

6.4 Report

1. Inthe EventTracker web interface, click the Reports menu, and then select Report Configuration.
— EventTracker::
. 1
Report Configuration
oo Onows indicators of Compromise 5
Expiorer
Figure 46
2.

In Reports Configuration pane, select Defined option.
3. Click on the Heroku group folder to view the imported reports.

Netstrion. | EventTracker’
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Search.. Q Q H

@ B82  Reports configuration: Heroku
[l

O Title Created on Modified on
D @ Heroku - Command Executed Feb 16 08:20:41 AM Feb 17 11:06:112 AM ® +
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6.5 Dashboards

1. Inthe EventTracker web interface, Click on Home Button and select My Dashboard.

Figure 48

2. Inthe Heroku dashboard you should be now able to see something like this.
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